
INVITATION

THE INSTITUTE OF CYBERSECURITY
TOGETHER WITH THE AMERICAN STUDIES RESEARCH INSTITUTE
INVITES YOU TO AN ONLINE BOOK LAUNCH ON

“CHINA’S QUEST FOR FOREIGN TECHNOLOGY: BEYOND ESPIONAGE”
WITH DIDI KIRSTEN TATLOW, CO-EDITOR AND CO-AUTHOR
OF THE ABOVE MENTIONED BOOK, PUBLISHED IN 2021. 

DATE:     15th June 2021 4:00–5:30 pm (CET)

VENUE:    Online on MS Teams
   
PRESENTER: 
Didi Kirsten Tatlow, a senior fellow at the Asia Program at the German Council of Foreign Relations (DGAP)
in Berlin, Germany, and a Senior Non-Resident Fellow at Projekt Sinopsis in Prague, Czechia, co-edited
and co- authored a book, “China’s Quest for Foreign Technology: Beyond Espionage” (Routledge, 2021)

PROGRAM:
4:00–4:10 Introduction
  Csaba Krasznay, PhD, Director, Institute of Cybersecurity
  Balázs Mártonffy, PhD, Director, American Studies Research Institute
4:10–5:10  Presentation by Didi Kirsten Tatlow, co-editor and co-author of the book
5:10–5:30 Q&A

We look forwarding to seeing you at the event!

Based on the legitimate interest of the University, image and sound recording of events is made. There is a double purpose of the 
recording: to record the events of the University and to certify that an event had taken place. The recordings may be published on the 
University’s website or in its journals, social media platforms, as well as in other publications of the  University. If you do not wish to 
appear in these recordings, please inform us at adatvedelem@uni-nke.hu . The privacy policy statement related to registration and 

the event is available at the following link:
https://www.uni-nke.hu/document/uni-nke-hu/applicable-for-the-events-of-the-nups_data-protection-and-privacy-statement.pdf

Participation at the event is open for the public, but advanced registration is required.
You can register until June 14, 2021, at: https://ludevent.uni-nke.hu/e/ChinasQuest  

https://dgap.org/en/research/publications/chinas-quest-foreign-technology-beyond-espionage#:~:text=This%20book%20lays%20bare%20an,neo%2Dtotalitarian%2C%20technological%20power

